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1. JSR 309 Connector Requirements

The following requirements are needed to be in place before installing the JSR 309
Connector:

e A functional Oracle Communications Converged Application Server (OCCAS) platform
for development and testing.

The JSR 309 Connector has been tested with the OCCAS version 5.1.0 Application
Server.

e Install required Oracle patch:

18135712 SU Patch [4Q2T]: SIP RP 5.1.0.0.2 - Do Async actions not always
running if the action is created within a timer. (Patch)

e A functional PowerMedia XMS Release 2.4 Service Update 1 system.
Note: Refer to Proper Configuration of PowerMedia XMS for additional information.
e SIP phones or soft clients.



2. Contents of the Distribution

This section lists and describes the files in the JSR 309 Connector distribution.

Distributed Files

The JSR 309 Connector distribution consists of a single TAR file:

Oracle-msc#. #.tar

This package contains the following structure:

JSR 309 Connector Files

DIR:
/DIlgcJSR309/application/
CONTENTS:
deploymentDescriptor/
sample-src/

build.xml
dlgmsc_tests.war

DIR:

/DIlgcJSR309/lib/
CONTENTS:

dlgmsc.jar

msmltypes.jar
dlgsmiltypes.jar
<third-party required files>

DIR:
/DIgcJSR309/properties/
CONTENTS:
dlgc_JSR309.properties
dlgc_demos.properties
log4j2.xml

DIR:
/DIgcJSR309DemoPrompts/
CONTENTS:

prompts.tar

Description

Directory that contains a deployable web
archive that can be used to test the
supported functionality. The WAR file
implements several test servlets. Refer to
Test Servlets for more information.

It also contains the test servlets source
files and build environment in order to
simply create demo application project.

Directory that contains the JSR 309
Connector implementation for PowerMedia
XMS which consists of a sets of 3 JAR files:
dlgmsc.jar, msmlitypes.jar, and
dlgcsmiltypes.jar.

Directory also contains additional third-
party libraries required by JSR 309
Connector.

Directory that contains the properties files
used to set up configuration for JSR 309
Connector and provided demos as well as
xml configuration file for logging
framework.

JSR 309 Connector prompts used by demo
application. Refer to Installing the Demo
Prompts for further details.



3. Installation and Configuration

This section describes how to install and use the JSR 309 Connector.
For system requirements and supported platforms, see JSR 309 Connector Requirements.

Preparing the J2EE Converged Application Server

The JSR 309 Connector has been deployed and tested on OCCAS 5.1.0. If you are not
familiar with OCCAS or how to set it up, refer to Appendix: JSR 309 Connector Environment
Setup for guidance and detailed instructions on how to get you started.

Installing the JSR 309 Connector

The JSR 309 Connector is a library used by an application which needs to be configured
within Application Server itself.

The JSR 309 Connector demo applications provided with the distribution are used to
illustrate some functionality of the JSR 309 Connector. Refer to Test Servlets section for
further details.

The following steps are necessary for JSR 309 Connector and demo application installation
for correct operation:

e Step 1 - Installation and Configuration of JSR 309 Connector

e Step 2 - Installation and Configuration of JSR 309 Connector Demo
e Step 3 - Proper Configuration of PowerMedia XMS

e Step 4 - Verification of JSR 309 Connector using Demo Application

You need to extract the distribution package as various components (files) will be needed to
correctly complete each step. Refer to Contents of the Distribution which describes the
contents in detail.

Step 1 - Installation and Configuration of JSR 309
Connector

Simply place the package TAR file on OCCAS Linux server and run the following command:

tar —xvf Oracle-msc#.#.tar

This will create two directories, “"DIgcJSR309" and “DIgcJSR309DemoPrompts”, as described
in Contents of the Distribution.

Note: These directories are referenced throughout this document for content required by
JSR 309 Connector.

Follow these steps to properly configure JSR 309 Connector:
e Configure JSR 309 Connector required third-party libraries.
e Configure JSR 309 Connector properties file.
e Modify AS startup script.



Configure JSR 309 Connector Required Third-Party Libraries

Copy all the extracted content of the distribution package from the “DIgcJSR309/Iib"”
directory to the OCCAS “<Domain Location>/lib" directory:

Note: “<Domain Location>" refers to the domain path as specified during OCCAS
installation.

/root/Oracle/Middleware/user_projects/domains/base domain/lib/

Configure JSR 309 Connector Properties File
JSR 309 Connector is configured by two property files:

e dlgc_JSR309.properties — used to configure the location (IP addresses and ports) of
the OCCAS environment using JSR 309 Connector and of PowerMedia XMS platform.

e Jog4j2.xml - used for connector logging using Simple Logging Facade framework
implementation of log4j2.

Note: You can configure logging in the log4j2.xml file. By default, logging is
configured to use INFO level notification and directs logging output to the Console as
well as to a separate digmsc.log file which can be found under “<Domain
Location>/bin" directory.

Follow these steps to set up the two properties file:

1. Copy the dilgc_JSR309.properties and log4j2.xml files from “DIlgcJSR309/properties”
directory to the OCCAS “<Domain Location>/config” directory.

2. Edit the digc_JSR309.properties file according to your OCCAS and PowerMedia XMS
configuration.

e The changes will include the OCCAS IP address and port of SipServlet
container running the JSR 309 Connector.

e Changes will also include the PowerMedia XMS IP address and port.

# Connector's address information (Typically same as the SipServlet container) your OCCAS IP Address
connector.sip.address=XxX.XXX.XXX.XXX
connector.sip.port=5060

#Media Server

mediaserver.msType=XMS
mediaserver.1.sip.address=xxx.XXX.XXX.XXX
mediaserver.1.sip.port=5060

Modify AS Startup Script

e Edit the <Domain Location>/bin/startWeblLogic.sh OCCAS startup script and add the
lines in bold. Additionally, the OCCAS startup section also needs to be edited in
bold.

JAVA_OPTIONS="${SAVE_JAVA_OPTIONS}"
SAVE_JAVA_OPTIONS=""
CLASSPATH="${SAVE_CLASSPATH}"

#Dialogic additions

export DLG_PROPERTY_FILE=${DOMAIN_HOME}/config/dlgc_JSR309.properties
LOG4])_OPTIONS="-Dlog4j.configurationFile=${DOMAIN_HOME}/config/log4j2.xml"
CLASSPATH="${SAVE_CLASSPATH}:${ORCL_HOME}/server/modules/mscontrol.jar:${ORCL_HOME}/server/lib/jsr309-descriptor-binding.jar"
SERIALIZATION_VALUE=false

SAVE_CLASSPATH=""
trap 'stopAll' 1 2 3 15




echo "starting weblogic with Java version:"
${JAVA_HOME}/bin/java ${JAVA_VM} -version
if [ "${WLS_REDIRECT_LOG}" = "" ] ; then

echo "Starting WLS with line:"

echo "${JAVA_HOME}/bin/java ${JAVA_VM} ${MEM_ARGS} -Dweblogic.Name=4${SERVER_NAME} ${DEBUG_OPTS} ${LOG4J_OPTIONS} -
Dlog4j.debug -Dwilss.local.serialization=${SERIALIZATION_VALUE} -Djava.security.policy=${WL_HOME}/server/lib/weblogic.policy ${JAVA_OPTIONS}
${PROXY_SETTINGS} ${SERVER_CLASS}"

${JAVA_HOME}/bin/java ${JAVA_VM} ${MEM_ARGS} -Dweblogic.Name=${SERVER_NAME} ${DEBUG_OPTS} ${LOG4]_OPTIONS} -Dlog4j.debug -
Dwiss.local.serialization=${SERIALIZATION_VALUE} -Djava.security.policy=${WL_HOME}/server/lib/weblogic.policy ${JAVA_OPTIONS}
${PROXY_SETTINGS} ${SERVER_CLASS}
else

echo "Redirecting output from WLS window to ${WLS_REDIRECT_LOG}"

${JAVA_HOME}/bin/java ${JAVA_VM} ${MEM_ARGS} -Dweblogic.Name=${SERVER_NAME} ${DEBUG_OPTS} ${LOG4J_OPTIONS} -Dlog4j.debug -
Dwilss.local.serialization=${SERIALIZATION_VALUE} -Djava.security.policy=${WL_HOME}/server/lib/weblogic.policy ${JAVA_OPTIONS}
${PROXY_SETTINGS} ${SERVER_CLASS} >"${WLS_REDIRECT_LOG}" 2>&1
fi
stopAll

¢ Now, save the changes and start the WebLogic Server. At this point, the JSR 309
Connector is now configured for a use by an application.

Step 2 - Installation and Configuration of JSR 309
Connector Demo

At this point, an application can take advantage of JSR 309 Connector and use its resources
for media related functionality. The JSR 309 Connector package provides a demo application
which uses JSR 309 Connector to illustrate various media functionalities. This step will
illustrate how to install and configure JSR 309 Connector demo application. Step 3 will
illustrate how to verify that the demo application works with JSR 309 Connector and
communicates correctly with PowerMedia XMS.

Follow these steps to set JSR 309 Connector demo application:
1. Configure JSR 309 Connector Demo properties file.
2. Modify AS startup script.
3. Deploy JSR 309 Connector Demo application.

Configure JSR 309 Connector Demo Properties File

In this step, verify that the demo application works with JSR 309 Connector and
communicates correctly with PowerMedia XMS.

e From the distribution package under “DIgcJSR309/properties”, copy
dlgc_demos.properties file to the OCCAS “<Domain Location>/applications”
directory. The demo properties file has various settings for various sample
applications that can be modified. For detailed information on various configurations,
refer to the descriptions of each sample application in Test Servlets.

Modify AS Startup Script

e Edit the <Domain Location>/bin/startWeblLogic.sh OCCAS startup script and add the
lines in bold:

JAVA_OPTIONS="${SAVE_JAVA_OPTIONS}"
SAVE_JAVA_OPTIONS=""
CLASSPATH="${SAVE_CLASSPATH}"

#Dialogic additions

export DIALOGIC_DEMO_PROPERTY_FILE=${DOMAIN_HOME}/applications/dlgc_demos.properties

export DLG_PROPERTY_FILE=${DOMAIN_HOME}/config/digc_JSR309.properties
LOG4]_OPTIONS="-Dlog4j.configurationFile=${DOMAIN_HOME}/config/log4j2.xml"
CLASSPATH="${SAVE_CLASSPATH}:${ORCL_HOME}/server/modules/mscontrol.jar:${ORCL_HOME}/server/lib/jsr309-descriptor-binding.jar"
SERIALIZATION_VALUE=false

SAVE_CLASSPATH=""
trap 'stopAll' 1 2 3 15
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Deploy JSR 309 Connector Demo Application

e From the distribution package under the “DIigcJSR309/application” directory, copy
dlgmsc_tests.war file to the OCCAS “<Domain Location>/applications” directory.

e Next, the JSR 309 Connector demo application needs to be deployed in the OCCAS.
To do so, proceed to the following instructions.
Configuration of WAR File via AS Web Admin Console

Make sure that JSR 309 Connector demo application WAR file provided with distribution
exists in OCCAS under “<Domain Location>/application” directory.

Now, access the Administration Console through web browser at:
http://<as_ip_address>:7001/console
Use the username/password as set during configuration.
The following is used as an example:
Name: weblogic
User password: WeblOgic!! (*0” is a zero)
Note: The password is as defined during OCCAS installation.

File Ed#t Wiew Fovortes Tooks Help

ORACLE wabl_ugic Server® Administration Consolo ‘

Change Center @ Home Log Out Preferences [ i Q@
View changes and restarts Webcome, weblopic | Connected to: base_domain
Click the Lock & Edit button ta modify, add or Mome: >Sommary of Deplaments >baps_lomaln
delete itemns in this domain. :
Lock & Eda
Information and Resouroes

Reease Configuration

in » Configure applications » Common Administration Task Descriptions
base_domain « Configure GridLink for RAC = Read the dooumentation
: E::m::s S 2 ®  fAck 3 question on My Oracle Support
s = Recent Task Stahus
- Gervices = Orache Guardian Overview
Sequrity Realms = Set your corsole preferenies
- Inberopar ability .
- Diagrostics Domain Configurations
B e ORI Daarurin GV Inferogerability
SlipSener
Comerged Load Balanter = Deinain = Messaging * WTC Servers
" IMS Servers + Jolt Connection Pocks
mament = Store-and-Forward
o = Dt
. =3
. = Chusters o * Log Fies
Howdol ' * Virtual Hosts S ERE St + Diagnostic Modules
= Eridgis

« Search the configuration

Migratable Targets Diagnostic [mages

+ Use the Change Center + Coherence Servers * Data Sources » Raguest Performance
+ Record WLST Soripts + Cohirence Chusters * Persistent Stores s Archives
+ Change Console preferences + Machines ¢ XML Registries » Context
+ Manage Corscle extensions « Wiork Managers * ML Ertity Caches . SR
+ Monitor servers » Startup And Shutdown Classes  * FOreI0n JHOT Providers
= Work Contexts Charts and Graphs
System Status E Wioir Desplorec] Resounces v JCOM = Monitoring Dashboand &
Haalth of Running Servers » Depkyments AR
= FileT3
| Failed (1) - . iy
| Critical (0] “ |. .: licaition’s Security
Owverioaded (0}
| warming (0) = Senxity Realms
I ()

Go to Deployments under Domain Structure, then click on Lock & Edit.



File Edit View Fpvorites Took Help

Change Center
Wiew changes and restarts

Click the Lock & Edit button to modify, add or
delete items in this domain,

Lock & Edit

Releass Corfgurabion

ORACLE WebLogic ﬁanar‘ Administration Consola

Domain Structure
base_domain
= EfArpament
Daploymeants
= Services
Security Realrs
= Interoperabiity
& - Dhagnostics
Media Server Contral
+ SipServer
Corverged Load Balanger

How do L.

= nstall an Enberpeise apphication

Configure an Enterprise application
Update (redeploy) an Entenprise applcation

Start and stop a deployed Enterpeise
Applicaton

Monitor the modules of an Enterprise
application

Daplay EIB modulis
Install 3 Web application

| Y
Welcome, weblogic | Connected to: base_domain

ﬁll—bran-;l.‘.ltPra‘erencE

Hore = Spmwnary of Deployments
Summary of Deployments

Control  Monitoring

This page displays a kst of Java EE applcations and stand-alone applcation modules that have been installed to
this domain, [nstaled apphications and modubes can be startid, stopped, updatid (recdepkyed), o dilited from
the domain by first selecting the application name and using the controls on this page.

To irnstall & réw application or module for deployment to targets in this domain, dick thir Tratall butten.

¥ Customize this talde

Deployments
install |  Update  Delele || Stard- | Stop - Showing 1to 5of 5 Previous | Next
[]] Nama & State | Haalth | Type mm*
i jax-rs{1.1,1.5) Active Library 100
il jsral1-api1.1.1,1.1.1) Autive Library 100
g merp-connector-ra Active | 9% 0K :i:‘:fe 100
]| ifyscib-webghees. 1.0.0.0,5.1.0.0.0) Active Ubary | 100
I_ ]| WPysfi1.0,2.0) Actve Ubary | 100
insial| |Updala | |Delela| | |5« | | Siop « Showing 1to 5of 5 Previous | Next

Make sure the existing services are displayed, as shown above, to verify that the OCCAS

components have started.

If OCCAS was installed in Production Mode, an additional process will need to be followed
when making changes to the configuration and setup. This additional process includes Lock
& Edit to change the configuration and complete the required changes, followed by using

Release Configuration.

If OCCAS was installed in Development Mode, the process is done automatically. Skip the
steps that discuss Lock & Edit, Release Configuration, and activation of an application.

The following examples are based on OCCAS being installed in Production Mode.
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Click on Lock & Edit.

Configuration button to allow others to edit the

domain. Summary of Deployments
Lock & Edit Control | Monitoring
Felease Configuration
This page displays a list of Java EE applications and

Domain Structure this domain. Installed applications and modules can
base. domain the domain by first selecting the application name ai
[ Environment To install 3 new application or module for deployme

Deployments
- Services

Security Realms [ Customize this table

[+ Interoperability

[#- Diagnostics Deployments

Media Server Control
- SipServer

Install | | Update | | Delete Start ~ | | Stop ~

Converged Load Balancer
[ 1| Name s
1| Wyjax-rs(1.1,1.9)
[]| Wfisr311-api(1.1.1,1.1.1)
How do I... =
(]| ) msrp-connector-ra

Click on Install under Deployments.

[

Back | Next Finish Cancel

Locate deployment to install and prepare for deployment

Select the file path that represents the application root directory, archive file, exploded archive directory, or application module
descriptor that you want to install. You can also enter the path of the application directory or file in the Path field.

Note: Only valid file paths are displayed below. If you cannot find your deployment files, upload your file(s) andfor confirm
that your application contains the required deployment descriptors.

Path: |frmtf0racle-’h1iﬂdleware»fuser _projectsidomains/base_domain/applications ]

Recently Used frootiuserl
Paths:
Current Location:  146.152.121.155 [ root f Oracle [ Middieware / user_projects / domains / base_domain [ applications

O @ digmsc_tests.war

Back | Next Finish |Cmml

Navigate to “<Domain Location>/applications” under Current Location.
Select dilgmsc_tests.war, then click on Next.
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Install Application Assistant

Back | | Next | Finish |Canoel

Choose targeting style

Targets are the servers, clusters, and virbual hosts on which this
can target an application.

(@) Install this deployment as an application
The application and its components will be targeted to the same |
() Install this deployment as a library

Application libraries are deployments that are available for other d
on all of the targets running their referencing applications.

Back | | Next | Finish |Canoel

=
Select Install this deployment as an application, then click on Next.

() Copy this application onto every target for me
During deployment, the files will be copied automatically to the managed servers to which the application is

(@) I will make the deployment accessible from the following location
Location: froot/Oracle/Middleware/user_projects/domains/base_d

Provide the location from where all targets will access this application's files. This is often a shared directory
application files exist in this location and that each target can reach the location.

Select I will make the deployment accessible from the following location, then click
on Next.
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Install Application Assistant
Back| [Next| || Finish | || Cancel

Review your choices and click Finish
Click Finish to complete the deployment. This may take a few moments to complete.

~ Additional configuration

In order to work successfully, this application may require additional configuration. Do you want to review this application’s
configuration after completing this assistant?

() Yes, take me to the deployment's configuration screen.

() No, I will review the configuration later.

=~ Summary
Deployment: /root/Oracle/Middleware/user_projects/domains/base_domain/applications/dlgmsc_tests.war

Name: digmse_tests

Staging T will make the deployment accessible
mode: &t froot/Oracle/Middlewara/user_projects/domains/base_domain/applications/dlgmsc_tests.war

Security DOOnly: Use only roles and policies that are defined in the deployment descriptors.

Target Summary
Components s Targets
dlgmisc_tests AdminServer

|Back| [Next |F|'nish |Gam&l

Click on Finish.
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Settings for digmsc_tests

Overview | Deployment Plan

| Save |

Use this page to view the installed configuration of 2 Web Application.

Name:

Context Root:

Path:

Deployment Plan:

Staging Mode:

Security Model:

(7] Deployment
Order:

(%] Deployment
Princdpal Name:

Click on Save.

dlgmisc_tests

Jdlgmsc_tests

| rootf Orade/ Middleware/ user_projects/ domains/

base_domain/ applications/ dlgmsc_tests. war

(no plan specified)

nostage

CDOnky

100

Configuration

Security | Targets | Control | Testing | Mon

The name of this applic
Info...

The specific path at whi
found by a serviet. Mc

The path to the source
the Administration Serv

The path to the deployr
Administration Server.

The mode that spedfies
files are copied from a :
Administration Server t
staging area during app
preparation.  More Infi

The security model spes
should be secured. M

An integer value that in
deployed, relative to otl
server, during startup.

A string value that indic
be used when deploying
startup and shutdown

R T I
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pendlng d‘langﬁ Exlﬁt. 'l'he-? ml.Et DE acﬁuated IS S FUNTHIEEY W PRI FINSI RS UGS Ao L mneg

to take effedt.

| o Activate Changes

| Undo All Changes

Messages

4# Settings updated successfully.

Settings for dlgmsc_tests

Domain Structure

base_domain
E-Environment
Deployments
*-Services
Security Realms
[#-Interoperability
- Diagnostics

Overview | Deployment Plan | Configuration | Sec

Motes
Save

Use this page to view the installed configuration of 3

Click on Activate Changes once the “Settings updated successfully” message appears.

Note: This step is not applicable when OCCAS was installed in Development Mode.

#te items in this domain.
Lock & Edit

Release Configuration

nain Structure
«_domain
znvironment
Jeployments
3ervices

security Realms
Interoperability
Jagnostics

Messages
o All changes have been activated. No restarts are necessary.
Settings for dlgmsc_tests
Overview Deployment Plan | Configuration | Security = Targets | Cc
Notes

Click the Lock & Edit button in the Change Center to modify the settings o

Save

Make sure the “All changes have been activated. No restarts are necessary” message

appears.

Domain Structure

base_domain
[+ -Environment
Deployments
F-Services
Security Realms
[+ - Interoperability
[+-Diagnostics
Media Server Contral
- SipServer
Converged Load Balancer

Over

Mote

Click

Sawve
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Go back to Deployments under Domain Structure.

"_F-le Edit View Fawvortes Tosls Help

DHACI_E WChLﬂ-uk: S-Cf'u"l. Adrminisiration Consale

Change Center
Vienw changes and restarts

Ok the Lock & Edit button to modify, add or
delete ttems n this domain,

Lok & Edit

Reweass Configuraton

Domain Structure
base_domain

[+ Efnaronimient

B Senvices

o Earurity Raalrms

- Interoper ability

[ - Diagnistics

1 Media Server Control

1 pSBrEr

L Comverged Laad Balancer

How do L. =

» Irestall an Enterpeise application

» Configure an Enterprise applicabon

» Update (redeploy) an Enterprise application

= Start and Hop 3 deployed Enterprise
applicabion

= Monftor the modules of an Enberprice
Spheaton

» Deploy ENE modiubes

» Install 2 Web apphcabon

it Home Log Out Preferences [ Recoed Help &

Welcome, weblogic  Connected to: base_domain
Home > Summary of Deployments hase doman =Summary of Deployments >digmes_bests > Samimary of Deployments

Summary of Deployments
Control  Montonng

This page displays a list of Java EE applications and stand-alone application modules that have been installed to
this doman. Irstaled applications and modules can be stamed, stopped, updated [redeploved), or dested from
Ehe dormuain by firgt selecting the applcation name Jrd using the contros on this page.

To install 3 new apphoation or module for deployment to targets in this domain, chck the Trstal button.

 Customize this table

Deployments

instad | | Update | | Dedele | || Start | | Slop - Showing 1to 6of & Previous | Next
(1| Name State | Health | Type w
| ® ja) digmse_tets Prepared | ¥ OK mm 100

Wy jaxrsi1.1,1.9) Ative Libeary 100

]| wy=31l-apil.1.1,0.1.1 Active Library 100

| & msm-roanedtor-ra Active | ¥ 0K m 100

[ | WPyscb-webghue(5.1.0.0.0,5.1.0.0.0) Artve Libeary 100

[ | ifys(1.0,1.0) Active Libeary 100

instad | | Update | |Delete | | [S3ar «| [ Sop - Showing 110 6of 6 Prindous | Heod

System Stabus B
Health of Rurning Servers

I Faded (0

I Cribseal ()

[ Owerloaded (0]
I Waming {0)

)

_

Y

The Deployments along with its State and Health are displayed. Verify that the installed
dlgmsc_tests.war application is in Prepared state.

18



Deployments

Install | | Update | | Delete

Start + | | Stop |

Showing 1 to

Senvicng all requests —

L] (M Senvicng only administration requests T—vpe

— V| = ) digmsc_tests Prepared | %* QK :Eﬁ:l
= (]| Wfyjax-rs(1.1,1.9) Active Libra
] f_ﬁjEFEll-aDi[l. 1.1,1.1.1) Active Libra

n (]| @ msm-connector-ra Active | 9 OK Eﬁgﬂ
[]| Wysdb-webglue(5.1.0.0.0,5.1.0.0.0) Artive Libra

(]| Wysft(1.0,1.0) Active Libra

Install | | Update | | Delete | | Start + | | Stop ~ | Showing 1 to

Once in Prepared state, select digmsc_tests.war application and click on Start, then click
on Servicing all requests.

Note: This step is not applicable when OCCAS was installed in Development Mode.

[R=T TR TP — ¥ ]

the Lock & Edit button to modify, add or
& items in this domain,
Lock & Edit

Release Configuration

ain Structure
damain
wirgament
eployments
Hvioes

ity Realms
teroperability
aanostics

Click on Yes.

wr

Home >Summary of Deployments >hase_domain >Summary of Deployments >digmse_tests > Summarny of Dey

Start Application Assistant

Yes | No

Start Deployments

You have selectied thi following deployments to be started. Click “Yes™ to continue, or ‘No' to cancel.

+ digmsc_tests
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3]

Make sure the “Start requests have been sent to the selected Deployments” message
appears. Verify that deployed digmsc_tests.war application is in Active state.

Step 3 - Proper Configuration of PowerMedia XMS
In order to verify the correct JSR 309 Connector installation with provided JSR 309

Messages
«# Start requests have been sent to the selected Deployments.
Summary of Deployments

Control | Monitoring

This page displays a list of Java EE applications and stand-alone application modules that have
this domain. Installed applications and modules can be started, stopped, updated (redeployed)
the domain by first selecting the application name and using the controls on this page.

To install 2 new application or module for deployment to targets in this domain, click the Instal

b Customize this table
Deployments
Install | | Update | | Delete Start « | | Stop « Showing 1 to 6 of 6
[ ]| Name ¢ State | Health | Type
o ) Web
L] E ja) digmsc_tests Active | ¥ QK Application
1| WHjax-rs(1.1,1.9) Active Library
1| Whyisr3ii-api(1.1.1,1.1.1) Active Library
: ) Resource
]| {@ msrp-connector-ra Active | @ 0K Adaper
1| Wfyscb-webglue(5.1.0.0.0,5.1.0.0.0% Active Library
]| Wfysft(1.0,1.0) Active Library
Install | | Update | | Delete Start « Stop « Showing 1to 6 of 6

Connector demos, you will need to correctly configure PowerMedia XMS Media Server. This
includes:

PowerMedia XMS Web Admin Configuration.
o Allowing Absolute Paths
o Installing JSR 309 Connector Demo Prompts

Demo required prompts installed on PowerMedia XMS itself (optional).
Note: Only needed if JSR 309 Connector demo application is going to be used as it

depends on these prompts to be installed on PowerMedia XMS.
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PowerMedia XMS Web Admin Configuration

Allowing Absolute Paths

JSR 309 Connector uses Native MSML interface to PowerMedia XMS Media Server. You need
to verify that PowerMedia XMS is indeed configured for “Native” mode.

Note: In PowerMedia XMS Release 2.1 and later, “Native” mode is the mode configured by
default when PowerMedia XMS gets installed. Also, it is strongly recommended that the
latest version of PowerMedia XMS be used.

General | Services | Mode Time Backup/Restore | Upgrade | NFS Mount

release

2.1.5695
mode native

state RUNNING

Now, under the Media menu, click on Media Configuration tab. The Allow Absolute
Paths field must be set to YES.

System

Media Configuration Media Management
Network

Media File Path: fvar/lib/xms/media
Locale: en-us

License
MSML
MRCP Client
HTTP Client

Allow Absolute Paths: YES

VXML Apply
RESTful API

Protocol

Codecs

Routing

Tones
Media

Once appropriate changes are made, click the Apply button which will commit the changes.
Once changes are applied, you will be asked to restart PowerMedia XMS. This step is not yet
required since we are going to be changing more configuration parameters below.
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Installing JSR 309 Connector Demo Prompts

Custom prompts need to be installed on PowerMedia XMS as the various Dialogic demos will
require them to work.

Once installed, they should appear in the Media menu under the Media Management tab
as shown below in the highlighted fields:

Media Configuration | Media Management

Media File Manager

= ./media

o wxml

[0 generic

£ black.jpeg

o recorded

(= verification
o demoJSR309
£ verification_intro.wav
£ main_menu.wav
E play_menu.jpeg
| greeting.wav
£ greeting.jpeg
£ record_intro.jpeg
E demolSR309.tar
£ Dialogic_NetworkFuel.wav
£ video_clip_newscast.vid
£/ main_menu.jpeg
[ play_menu.wav
£ Dialogic_NetworkFuel.vid
£ video_clip_nascar.vid
[ snow.tar

+ [ Snmow
£ video_clip_newscast.wav

[ video_clip_nascar.wav

You can locate and install the demo prompts by performing the following:

1. Copy the prompts.tar file inside the “<Release Package>/DIgcJSR309DemoPrompts”
directory to the PowerMedia XMS system under the
“/var/lib/xms/media/en_US/verification” directory.

2. Untar file using the command:

tar -xvf <file name>.tar
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Step 4 - Verification of JSR 309 Connector using Demo
Application

With default dlgc_demos.properties file, you can use a simple DIgcPlayerDemo to verify
the proper connector installation and operation. This demo simply answers an incoming call
and uses JSR 309 Connector to request media resources from PowerMedia XMS in order to
play an audio file.

Here are the steps on running DIgcPlayerDemo for verification.
1. Have a SIP client configured for supported audio codec.
2. Place a call into OCCAS Application Server with following URI:

DlgcPlayerDemo@<as_ip address>

3. With successful configuration, user should hear a verification prompt being played
out.
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4. Test Serviets

This section describes the test servlets (basic sample applications) and requirements for
running test servlets in the JSR 309 Connector.

Test Serviets Overview

Test Servlets, or sample applications, are included as part of distribution. They illustrate the
use of the JSR 309 Connector. These test servlets are included in the dlgmsc_tests.war. For
installation instructions and any additional requirements for running test servlets, refer to
Installation and Configuration of JSR 309 Connector Demo and to Proper Configuration of
PowerMedia XMS.

Running the Test Servlets

When using any standard SIP phone a special SIP URI will be used to initiate each test
servlet.

DigcPlayerTest
This test servlet plays a PowerMedia XMS pre-set prompt.

Set up your SIP phone to point to the Web Application Server. Configure the SIP phone
address (i.e., URI) to DIgcPlayerDemo. Make sure that the Web Application Server is
running the digmsc_tests.war application.

Using the demo property file, set the following:

player.test.prompt=

For example:

player.test.prompt=file:////var/lib/xms/media/en US/verification/greeting.wav

The player will play this prompt. Make sure that the prompt file exists in the Media Server.
To test the application, dial the following:

DlgcPlayerDemo@<as_ ip address>

DigcDtmfPromptAndCollectTest
This test servlet plays a prompt and collects DTMF digits.

Set up your SIP phone to point to the Web Application Server. Configure the SIP phone
address (i.e., URI) to DIgcPromptCollectDemo. Make sure that the Web Application
Server is running the digmsc_tests.war application.

The DIgcPromptCollectDemo can be controlled using the demo property file as follows:

e The detectOnlyTest reads the number of signals property value and sends the
pattern x (times number of signals). Note that no prompt is played. The following
example generates a pattern to match of any five (5) DTMF entries:
signalDetector.test=detectOnlyTest
signalDetector.number of signals=5

e The detectPromptCollectTest plays a prompt and looks for a given pattern. It does
not make use of the number of signals property.

signalDetector.test=detectPromptCollectTest
signalDetector.match pattern=min=1;max=5;rtk=#
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e The detectCollectWithPatternTest does not prompt the user and only uses the
match_pattern.

signalDetector.test=detectCollectWithPatternTest
signalDetector.match pattern=min=1;max=5;rtk=#

Note 1: You can configure the signal detector with the following properties (for
example, the timeout values are based in milliseconds units):

signalDetector.initial digit timeout=5000
signalDetector.inter digit timeout=5000
signalDetector.max_duration=10000

Note 2: For the test that plays a prompt, you can control a loop (or how many times
the test repeats the prompt and collect) by controlling the following property:

signalDetector.loopCounter=2

To test the application, dial the following:

DlgcPromptCollectDemo@<as ip address>

DilgcRecorderTest
This test servlet records a greeting.

Set up your SIP phone to point to the Web Application Server. Configure the SIP phone
address (i.e., URI) to DIgcRecorderDemo. Make sure that the Web Application Server is
running the digmsc_tests.war application.

In the SIP phone, select your newly created test contact. You are prompted to record your
greeting at the tone. After the tone, say your greeting, and enter #000 to play your
greeting.

After the greeting is played back, the application completes by hanging up the phone. If you
do not enter #000, the greeting continues to record until the timeout is reached.

The recording demo can be controlled in the demo property file by configuring the following
record properties:

record.test.file=file:////tmp/recorder jsr309_test demo.ulaw
record.test.minDuration=6000

record.test.maxDuration=60000
record.test.initialTimeout=7000
record.test.finalTimeout=4000
record.test.silenceTerminationFlag=true

To test the application, dial the following:

DlgcRecorderDemo@<as_ip_ address>

DigcDtmfAsyncTest
This test servlet illustrates the asynchronous DTMF capabilities.

Set up your SIP phone to point to the Web Application Server. Configure the SIP phone
address (i.e., URI) to DIgcAsyncDtmfDemo. Make sure that the Web Application Server is
running the digmsc_tests.war application.

In the SIP phone, select your newly created test contact. Notice that there are no prompts.
You will be connected. The application waits for you to press DTMF digits. For each DTMF
pressed, the application will receive the DTMF and print the collected DTMF to the screen.

Selecting the number 0 hangs up the connection.
To test the application, dial the following:

DlgcAsyncDtmfDemo@<as_ ip address>
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Conference Demos

The following table depicts the conference demos that are delivered with JSR 309
Connector:

Demo Name Functionality Requires

JMCConferenceServlet Demonstrates how Media files need to be
to create and installed in the
manage multiple PowerMedia XMS for
conferences. menu to work.

DlgcAvLayoutConferenceDemo | Implements an Media files need to be
advanced installed in the
conference. PowerMedia XMS for

menu to work. The
demo property file
must be configured.

DialogicBridgeConference Shows how to Media files need to be
create a two leg installed in the
conference without PowerMedia XMS for
using a mixer. menu to work.

JMCConferenceServiet

This test servlet illustrates how to create and manage multiple conferences using a mixer
control leg. A mixer control leg is an extra SIP connection used to control the conference
mixer.

Set up your SIP phone to point to the Web Application Server. Configure the SIP phone
address (i.e., URI) to DIgcMultiConferenceDemo. Make sure that the Web Application
Server is running the digmsc_tests.war application.

In the SIP phone, select your newly created test conference contact. Notice that you will
need at least two SIP phones. The first connection entering the conference will not hear
anything until the other legs join in.

This conference performs the following:
Establishes a network connection and joins it with a media group.

2. Plays a prompt for a new number (conference pin) and collects signals. Any pin
number can be provided. Initially no conferences exist. Conferences are created as
users call in and provide pin numbers. Callers will only hear other callers who provide
the same pin humber.

3. Creates a conference if a new pin is used, or adds a leg to an existing conference.
To test the application, dial the following:

DlgcMultiConferenceDemo@<as ip address>
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DlgcReferenceConferenceWithOutBCallServiet

This test servlet illustrates how to implement an advanced conference that does not require
a mixer control leg. The legs are connected directly into a conference without requiring any
initial IVR functionality.

Set up your SIP phone to point to the Web Application Server. Configure the SIP phone
address (i.e., URI) to DIgcAvLayoutConferenceDemo. Make sure that the Web
Application Server is running the digmsc_tests.war application.

In the SIP phone, select your newly created test conference contact. Notice that you will

need at least two SIP phones. The first connection entering the conference will not hear
anything until the other legs join in.

This simple conference performs the following:
1. Can join multiple legs into a conference.

2. Once in conference, the user can enter *00 to hear the conference menu and apply
some of the menu options.

The demo can be controlled by configuring the following properties in the demo property
file:
e Change the initial direction of legs by entering the following properties in the
application demo property file:

demos.join.direction.legl=<duplex, recv, send>
demos.join.direction.legl=<duplex, recv, send>
demos.join.direction.legl=<duplex, recv, send>

e To make an outbound call, make sure you have another accessible SIP phone that
can receive calls and configure the following attributes:

application.sipTOA Address.sip.address=146.152.245.3 # IP address of the SIP Phone
application.sipTOA Port.sip.port=5060
application.sipTOA.sip.username=kapanga # (any name will do)
application.early media bridge.sip.address=146.152.122.127 #OCCAS Addr
application.early media bridge.sip.port=5060 #OCCAS SIP PORT

e To run a video conference, make sure you set the following configuration:

media.mixer.mode=AUDIO VIDEO # possible values AUDIO,AUDIO VIDEO
media.mixer.conf.video.size=VGA # possible values VGA, 720p
media.mixer.conf.recordfile=file:////tmp/confRecording # recording the conference file
full path. This also works for audio only conference.

Note: To play the conference recording after the recording is completed, change the
following attribute to point to the recording path:

player.test.prompt=file:////tmp/confRecording then run DlgcPlayerDemo

To test the application, dial the following:

DlgcAvLayoutConferenceDemo@<as_ip address>
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DialogicBridgeConference

This test servlet illustrates how to implement a simple conference that does not require a
mixer, and that has two legs directly joined into it.

Set up your SIP phone to point to the Web Application Server. Configure the SIP phone
address (i.e., URI) to DIgcBridgeDemo. Make sure that the Web Application Server is
running the digmsc_tests.war application.

In the SIP phone, select your newly created test conference contact. Notice that you will
need at least two SIP phones. The first connection entering the conference will not hear
anything until the other legs join in.

This simple conference performs the following:
e Joins two calling legs into a simple conference.

e In order for the leg to enter the bridge, each leg must enter *03 after making the
call.

To test the application, dial the following:

DlgcBridgeDemo@<as ip address>

DilgcEarlyMediaBridgeDemo

This test servlet is similar to the DialogicBridgeConference defined above, except that it
simulates an early media scenario.

Set up your SIP phone to point to the Web Application Server. Configure the SIP phone
address (i.e., URI) to DIgcEarlyMediaBridgeDemo. Make sure that the Web Application
Server is running the digmsc_tests.war application.

The following sequence diagram illustrates DIgcEarlyMediaBridgeDemo:
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Menu supported by DIgcEarlyMediaBridgeDemo:
*00 - Plays announcement of menu options
*77 - Plays announcement of how the demo works

*88 - Plays announcement informing the user if the application is in a bridge or mixer
conference

*99 - Transfers the two call leg from a bridge conference to a full conference using a
mixer

Note: Once in a mixer conference, the test application does not allow you to go back
to a bridge conference. The following property configuration must be set for this demo
to work:

application.sipTOA Address.sip.address=146.152.245.3 # IP address of the SIP phone
application.sipTOA Port.sip.port=5060

application.sipTOA.sip.username=kapanga # (any name will do)
application.early media bridge.sip.address=146.152.122.127 #OCCAS Addr
application.early media bridge.sip.port=5060 #OCCAS SIP PORT

To test the application, dial the following:
DlgcEarlyMediaBridgeDemo@<as_ip_ address>
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5. Troubleshooting

This section provides basic troubleshooting techniques for the JSR 309 Connector.

Logging
The JSR 309 Connector and sample applications generate log output to the digmsc.log. The
default logging level is set to INFO.

You may also need to enable logging for SIP messages in the container so that the incoming
requests that trigger the servlets are captured. You can enable SIP message logging or any
other platform related logging through the Application Server administration console.

SIP Errors

If the PowerMedia XMS returns “503 Service Unavailable”, make sure your network is
correctly set up by performing the following actions:

e Verify the available PowerMedia XMS licenses.
e Check the /etc/hosts file configuration.

e Make sure application properties file (i.e., dlgc_demos.properties) is referencing the
appropriate PowerMedia XMS and Application Server IP address and ports.
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6. Building and Debugging Sample Demos in
Eclipse IDE

The JSR 309 Connector distribution comes with necessary configuration files and content
needed to build Dialogic sample applications. This section is going to provide the steps on
how to create, compile, build, and debug provided demo application using Eclipse IDE.
Prerequisites
User will need to have installed the following components:

e JDK 1.6.0_45

Note: Latest version of 1.6 JDK is used because this is a version supported by
OCCAS 5.1.0.

e Eclipse KDE (Eclipse Standard SDK - Kepler Service Release 2 used here).

e In order to build provided demo applications, you will need to obtain two OCCAS
5.1.0 libraries which are NOT provided with JSR 309 Connector distribution:

o Jjavax.servlet_1.0.0.0_2-5.jar
o wiss.jar

Creating Build Environment
Follow these steps to create a Dialogic demo build environment:

1. From the distribution package, copy the “DIgcJSR309" directory and its content to a
known location on your system.

2. Copy the required Application Server Platform specific libraries into the
“DIlgcJSR309/I1ib” directory.

3. Open Eclipse IDE and go to File > New > Java Project. The following window will
appear:
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. i]ew]ava Proje ' X

Create a Java Project —

Enter a project name.

Project name: |

Uze default location

Location: | EAMy Documents\Projects Browse...
JRE
i@ Use an execution environment JRE: JawvasE-1.7 v
() Use a project specific JRE: jdkl.7.0_55
() Use default JRE (currently 'jdk1.7.0_55% Configure JREs...

Project layout

() Use project folder as root for sources and class files

@ Create separate folders for sources and class files Configure default...

Woarking sets
[] Add project to working sets

Warking sets: Select...

e default compiler compliance level for the current workspace is 1.6, The new
The defaul pil pli level for th kspaceis1.6. Th
project will use a project specific compiler compliance level of 1.7,

@ < Back Next » Finish
e

4. Uncheck Use default location and then click the Browse button.




Browse For Folder ﬁ

Choose a directory for the project contents:

4 | OCCAS -
4 ) DlgclaR308
4| | application

 deploymentDescriptor

> . sample-src |E|
> |y WEB-IMNF |
S lib
R | properties
> W Proj hd
1| 1] 3
Folder: application

[ Make Mew Folder ] [ 0K ] [ Cancel

b

5. Browse to the location of the copied “DIgcJSR309" directory and select the
application directory. Then, click OK.

Project name:  applicaticn

[] Use default location

Location:  EAMy Documents\Projects' OCCAS\DIge) SR30%application

IRE
i@ Use an execution environment JRE: JavaSE-1.7

Use a project specific JRE: jdkl.7.0_55

Note: Enter any Project name you wish to use in the Project name field.
6. Now, click Finish.



[ — — . —— g i o—

1 >

[f Package Explorer 3 ==
4 =2 application
4 [ zample-src
- HF testing
- £ testing.bridge_conference
B testing.emedia_bridge_conference
. H} testing.jmc_conference
. H3 testing.reference_conf_demo_with_outb_call_layout
- testingtimer_demo
- 3 testing.unit
» By JRE Systern Library [jkl.7.0_55]
4 [= deploymentDescriptor
E sipxml
4 [= WEB-IMF
5 sipxml
& build.xml
|| dlgmsc_tests.war

Next, right click on the name of your project in the Package Explorer view and select

Properties.

Expanding the project in Eclipse should give you the following content:
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e ______________} I
& Properties for application E@g

m Builders = =

[ Resource

Builders Configure the builders for the project:

Java Build Path (&6 Java Builder [ — ]
I» Java Code Style I "
i Java Compiler __mpo

o = Java Editor Edit...

Javadoc Location
Project References Rermove
Refactoring History

Run/Debug Settings
Up

Down

@ [ 0] 4 ] ’ Cancel

To configure for ANT builder, click on Builders. Now, deselect the existing Java Builder
and click on New button.
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r h
% Choose configuration type E@g

Choose an external tool type to create:

& Ant Builder

@, Program

@ Lok J|

Cancel

Select Ant Builder and then click OK.
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Edit launch configuration properties Q

Please specify the location of the external tool you would like to configure, 4 _rl

Mame:  Mew _Builder

KE Iain tﬁh F‘.efreshw i Targetq "}4} Classpathw <H* Propertieq =) JF‘.E} ﬁ Environmenq »
Buildfile:

[Erowse Workspace...] [Erowse File System...] [ Variables... ]

| Base Directory:

[Erowse Workspace...] [Erowse File System...] [ Variables... ]

Arguments:

-

Mote: Enclose an argument containing spaces using double-quotes ().

Set an Input handler

| Apply | | Revert |

@ [ ok ][ conce |
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To name the builder, enter in a name in the Name section as shown

below:
Please specify the location of the external tool you would like to configure, — =r_.l.]
Mame: ANT Builded
E| Iain tﬁh F{efreshw i Targetq "}4} Classpathw <H* F'ru:upertieq =) JF{EW E Envirunmenq » 1
Buildfile: ‘

Use the Main tab to define Buildfile and Base Directory:

¢ Under Buildfile, click on Browse Workspace button and select the build.xml file in
the application directory. Then, click OK:

i B
& Choose Location u

Select 3 buildfile:

a = application .classpath
= .externalToolBuilders project
= deploymentDescriptor @huild.xml | I
b = sample-src %] dlgmsc_tests.war
'l [» (= WEB-INF

[ oK ] ’ Cancel
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Next, under Base Directory, click on Browse Workspace button and select the

application directory.

-
£ Folder Selection

BEE™")

Select a working directory:

B e o
b =2 application|

@ oK

] [ Cancel

N

e Then, click OK.

The above changes will reflect the main configuration menu as shown below:

Mame: AMT Builder

KE| Iain tﬁh F{efreshw i Targetq "}4} Classpathw <H* F'ru:upertieq =1 JF{EW E Envirunmenq »

Buildfile:

Sworkspace_loc:/application/build xml}

Base Directory:

Sworkspace_loc/application}

Arguments:

[Browse Workspace...] [Browse File System...] [ Variables.., ]

Browse Workspace...] [Browse File System...] [ Variables.., ]
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Now, select the Targets tab:

Mame: AMNT Builder

KEl Iain (’:)(h Refresh (\ﬂ& Targets "}4} Classpathw <E¥ F'ru:upertieq =i JF{EW E Emrircunmenq ]

Aftera "Clean™;

= default target selected> -
MManual Build:

< default target selected= -
Luto Build:

< Builder 15 not set to run for this build kind= -

During a "Clean™
<Builder is not set to run for this build kind= -

Set Targets...

Set Targets...

Set Targets...

Set Targets...

Under Auto Build, click the Set Targets button. The demo target must be selected as

illustrated below:

g % Set Targets _ uw

Check targets to execute:

MName Description

@& demc [default]

] @ cempiledemo

[ &) create_manifest

[] @ create_demo_app_war
] @ clean

1| 1]

1 out of 5 selected

[C] Sort targets
[] Hide internal targets not selected for execution

Target execution crder:

demo -

Crder...

Lo JI

Cancel

Then, click OK.



You will now be returned to Targets tab on the main configuration menu. Under During a
“Clean”, click on Set Targets button. The only target that should be selected is the clean

target.

Note: The demo target will most likely be selected by default, in which case you will need

to deselect it.

-
& set Targets

- -

(S

Check targets to execute:

MName Description

O I@u:l&mu: [default]

] @ compiledemo

[ &) create_manifest

[] @ create_demo_app_war

(@) clean

4|

{11

1 out of 5 selected

[C] Sort targets
[] Hide internal targets not selected for execution

Target execution crder:

clean

Crder...

Cancel

Then, click OK.
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Once returned to Targets tab on the main configuration menu, click on Apply button:

Edit launch configuration properties 0

Create a configuration that will run an Ant build file during a build,

Mame: AMNT Builder

KE Iain (’eﬁh Refresh (sﬂé Targets "}4} Classpathw <H* Pru:upertieq =) JF‘.E} ﬁ Envirunmenq »
Aftera "Clean™

! <default target selected = -
:
Manual Build:
Il <defau|ttarget selected= -
Set Targets...
i i argets
"l | | Auto Build:
i <default target selected = -
:
During a "Clean™:
clean -
[ Apply ] [ Revert ]

@ [ ok ][ conce |
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Next, to select the appropriate JRE environment which will be used for this project, click
on JRE tab:

=% C4it Configuratio ]

Edit launch configuration properties Q
Create a configuration that will run an Ant build file during a build. - - I

Mame: AMNT Builder

KE| Iain ,:}3:1 Refresh sﬂé argets "}4} Classpath | B Properties | = JRE ﬁEnvianment }}1
4 [ [
Runtirme JRE:

1] S
i @ Run in the same JRE as the workspace
() Execution envircnment:
(") Separate JRE: Installed JREs...
| |
VM arguments:
' S
i -
Variables...
Working directory:
@ Default: E:\My Documents'Projects\ OCCAS\DIgc)SR30application
Other:
Workspace... Eile System... Variables...
Apply Revert

@ i oK ] [ Cancel

Under Runtime JRE, click on Separate JRE radio button. Then, click on Installed JREs
button:
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% Preferences. (Filtered ) ——

type filter text Installed JREs
4 Java

> (Ipstalier JBES created Java projects.

Installed JREs:

Add, remove or edit JRE definitions, By default, the checked JRE is added to the build path of newly »

Mame Location

[T =hjedkl.... C\Program Files\Java'jdkl.6.0_45
=i jdkl... C\Program Files\Java\jdk1.7.0_55
[C] =4 jre6 C\Program Files\Java'jred

@

Type

Standard VM
Standard ...
Standard VM

m

Add...
Edit...
Duplicate...

Remove

-

[ oK

l [ Cancel ]

b

Select the installed jdk1.6.0_45 file as shown above.

Note: If this version does not show under Installed JREs, click Add. Then, select
Standard VM and navigate to the location of your installed jdk1.6.0_45 file by clicking on

the Directory button.
Select the appropriate JRE and click OK:

LIZSLTNEW L

Mame Location Type
=i jdkl... CAProgram Files\Javaijdkl.6.0_45 Standard ...
[ =hijdkl... C:A\Program Files\Java\jdk1.7.0_55 Standard VM

Now you have configured the appropriate JRE to be used by this

Mame: ANT Builder

project:

E|Mair1 t;'p{h Refrezh vﬂ&Targets {5’4} Classpath |<B* Properties | B JRE EEnvimnment »

Runtime IRE:

() Run in the same JRE as the workspace

(7 Execution environment:

Environments...

@ Separate JRE: jdkl.6.0_45

+ || Installed JREs... |

VM arguments:

Working directory:

@ Default: E\My DocurnentshProjectsh OCCAS\DIgc)SR30application

(71 Other:

Click Apply and then click OK.
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-
% Properties for application

— | B |- |

type filter text

> Resocurce
Builders
Java Build Path

> Java Code Style

> Java Compiler

» Java Editor
Javadoc Location
Project References
Refactoring History
Run/Debug Settings

Builders

Configure the builders for the project:

[ [@b Java Builder
s ANT Builcler

Mew...

Edit...

Remove

®@

0] 4 ] ’ Cancel

b

To ensure that the newly created builder (ANT Builder) is at the top of the list, click on

ANT Builder and position it by clicking on Up button.

Next, the Java Build Path needs to be configured. Click on Java Build Path and then click

on Libraries tab:

-
% Properties for application

= | B ) |

> Java Compiler

> Java Editor
Javadoc Location
Project References
Refactoring History
Run/Debug Settings

type filter text Java Build Path (=T g A 4
> Fesource
Builders | [ Source | = F‘rojects| B Libraries |<3"4} Order and Export|
Java Build Path JARs and class folders on the build path:
» Java Code Style » =ik JRE System Library [jdk1.6.0_45] Add JAR...

Add External JARs...

Add Variable...

Add Class Folder...

Add External Class Folder.,

[
[
[
[
[
[

l
l
l
Add Library... |
l
J

Edit...

Remaove

Migrate JAR File...

OK ] [ Cancel
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Click on Add External JARs button. Locate and click on “DIgcJSR309/Iib” directory. Select

all the files in that directory and click Open.
List of JAR files:
e dlgcsmiltypes.jar
e geronimo-commonj_1.1_spec-1.0.jar
e jain-sip-sdp-1.2.91.jar
e json_simple-1.1.jar
o Jog4j-api-2.2.jar
o log4j-core-2.2.jar
o log4j-sif4j-impl-2.2.jar
e mscontrol.jar
e msmlitypes.jar
e 0rg.osgi-3.0.0.jar
e slif4j-api-1.7.5.jar
e xbean.jar
Now, click OK. The project configuration is now concluded.

Building the Project

After a successful project installation and configuration, a project can be built. In Eclipse,
select the newly created project, then go under the Project menu and click on Build All.
Successful build content will be shown in the Console view in Eclipse:

El Console & 4 s%l Ilugl i ~fa-"=
<terminated> ANT Builder [Ant Builder] C:\Program Files\Java\jdkl.6.0_45\bin'javaw.exe (Jun 19, 2014, :57:14 AM)
Buildfile: WMy DocumentshProjects\WOCCAS\D]lgclSR3BG\application\build.xml
create manifest:
compiledemo:
[javac] Compiling 1 scurce file tec E:\My Documents\Projects\OCCASYDlgclSR3B9\application\WEEB-INFYclasses
create demo app war:
[delete] Deleting: E:\My Documents‘\Projects\OCCAS\DlgclSR3e9\applicaticn\WEB-INF\sip.xml
[copy] Copying 1 file te E:\My Documents\Projects\OCCAS\DlgclsR3ed\application\WEB-INF
[jar] Building jar: E:\My Documents\Projects\DCCAS\DlgclSR3@9\applicationhdemc_apphdemo_app.war
demo:
BUILD SUCCESSFUL
Total time: 1 second

Fl b

The newly built application WAR file will be located under the
“DlgcJSR309\application\demo_app” directory named demo_app.war. In order to deploy

this application, follow the same deployment instructions as described in the Installation and

Configuration of JSR 309 Connector Demao.
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Configuring Eclipse Project and OCCAS Deployed
Application for Remote Debugging

In order to connect the newly created project to the deployed WAR file in OCCAS 5.1.0 for
debugging purposes, developers need to follow two simple steps:

Have Eclipse successfully build the JSR 309 Connector Demo Application WAR
file and deploy it in OCCAS 5.1.0.

Configure OCCAS 5.1.0 for remote debugging.
o Stop OCCAS 5.1.0.

o In OCCAS 5.1.0, edit the startWeblogic.sh script file and add the
following line, enabling the remote debugging, to the startup section
as illustrated below:

DEBUG OPTS="-Xdebug -
Xrunjdwp:transport=dt socket,address=8000, server=y, suspend=n"

# START WEBLOGIC

echo "starting weblogic with Java version:"

DEBUG_OPTS="-Xdebug -Xrunjdwp:transport=dt_socket,address=8000,server=y,suspend=n"
${JAVA_HOME}/bin/java ${JAVA_VM} -version

if [ "${WLS_REDIRECT_LOG}" = "" ] ; then

echo "Starting WLS with line:"

echo "${JAVA_HOMEY}/bin/java ${JAVA_VM} ${MEM_ARGS?} -Dweblogic.Name=${SERVER_NAME} ${DEBUG_OPTS}

${LOG4]_OPTIONS} -Dlog4j.debug -Dwlss.local.serialization=${SERIALIZATION_VALUE} -
Djava.security.policy=${WL_HOME}/server/lib/weblogic.policy ${JAVA_OPTIONS} ${PROXY_SETTINGS}
${SERVER_CLASS}"

${JAVA_HOME}/bin/java ${JAVA_VM} ${MEM_ARGS} -Dweblogic.Name=${SERVER_NAME} ${DEBUG_OPTS}
${LOG4]_OPTIONS} -Dlog4j.debug -Dwlss.local.serialization=${SERIALIZATION_VALUE} -
Djava.security.policy=${WL_HOME}/server/lib/weblogic.policy ${JAVA_OPTIONS} ${PROXY_SETTINGS}
${SERVER_CLASS}

else
echo "Redirecting output from WLS window to ${WLS_REDIRECT_LOG}"

${JAVA_HOME}/bin/java ${JAVA_VM} ${MEM_ARGS} -Dweblogic.Name=${SERVER_NAME} ${DEBUG_OPTS}
${LOG4]_OPTIONS} -Dlog4j.debug -Dwlss.local.serialization=${SERIALIZATION_VALUE} -
Djava.security.policy=${WL_HOME}/server/lib/weblogic.policy ${JAVA_OPTIONS} ${PROXY_SETTINGS}
${SERVER_CLASS} >"${WLS_REDIRECT_LOG}" 2>&1

fi

stopAll

Note: The socket address specified above is 8000 but any port of choice can
be used. Any port used needs to be enabled in a firewall in order to allow
communication through it.

Start OCCAS 5.1.0 and make sure there are no errors in the console.
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Eclipse Project Remote Debugging Configuration

When in Eclipse with an active JSR 309 Connector demo project (as described in this
section), the remote debugging section needs to be configured in order to set up remote
debugging. In Eclipse, go to the Run menu and click on Debug Configurations:

= Debug Configuration (-5 J

Create, manage, and run configurations

#H | =] j‘;‘:‘-> A Configure launch settings from this dialeg:
| Wl [ - Press the 'New' button to create a configuration of the selected type.
& Eclipse Application |i=] - Press the 'Duplicate’ button to copy the selected configuration.
lava Applet . .
lava Asslication ¥ - Press the 'Delete’ button to remove the selected configuration.
Ju JUnit o - Press the 'Filter' butten to configure filtering options,

Ji JUnit Plug-in Test
4% 05SGi Framework
Remote Java Application

- Edit or view an existing configuration by selecting it.

Configure launch perspective settings from the Perspectives’ preference page.

Filter matched 7 of 3 items

©

Double click on Remote Java Application.

A

Mame: J5RAppRemoteDebuging

- =
7 Connect 'L'y Source| B2 Cu:ummurq

Project:
Connection Type:
Standard (Socket Attach) v]

Connecticn Properties:

Host: | localhost

Port: 8000

[] Allow terminaticn of remote VI

| Apply ||  Reven |

[ Debug ] ’ Close I

Specify the Name for this remote debugging configuration (for example,
JSRAppRemoteDebugging).
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Under Connection Properties, specify the Host address, which is the IP address of OCCAS
with deployed application, to be debugged.

Also, specify the remote debug Port to be used for communication with OCCAS as defined
in the previous section.

Below is an example of what your window would look like once information is added:

Mame: J5RAppRemoteDebuging

& Connect . B2 Source| & Commaon

Project:

Connection Type:

Standard (Socket Attach) v]

Connection Properties:

Host: 146152121153
Port: 8000

[] Allow termination of remote VM

=]

m
m

Once done, click Apply and then click Debug.

OCCAS 5.1.0 needs to be running at this point. If not, Eclipse will report a connection error
message. If OCCAS is running but Eclipse is still reporting a connection error, this could be
due to either a port mismatch between Eclipse and what OCCAS was configured for or
because of firewall settings on OCCAS not allowing the specified port.

’% Problem Occurred l — | (=] |i&]1

| ‘Launching applicaticn’ has encountered a problem.

i Failed to connect to remote Vi, Connection refused.

oK | [ << Details

Failed to connect to remote VB, Connection refused. -
Connection refused: connect

b

Now, open debug perspective in Eclipse (Windows > Open Perspective > Debug).
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If nothing shows under the Debug section of a debug perspective, then a connection to
OCCAS has not been established. To connect/reconnect, go to the debug icon on the

toolbar and choose the newly created remote debugging configuration:

|Ei|e Edit Mavigate Search Project Bun  Window Help

ﬁ Debug i3 *
Debug As
Debug Cenfiguraticns...

Crganize Favorites...

[ oo BRI AL NI R ks

Z 1 I5RAppRemotelebuging

Once the remote debugging configuration is selected and a connection is established,

the content of the Debug window should show running threads:

ﬁ Debug i3

Fi E_, J5RAppRemoteDebuging [Remote Java Application]
4 lava HotSpot(TM) 64-Bit Server VI [146.152.121.158:8000]

o Daemon Thread [Thread-11] (Running)
pf# Thread [UDP-5080] (Running]
@ Daemen Thread [DynamiclistenThread[sip[2]]] (Running]
p# Daemon Thread [DynamicSSLListenThread[DefaultSecure[2]]] (Running]
p® Daemon Thread [DynamiclistenThread[sip[1]]] (Running]
p# Daemon Thread [DynamiclistenThread[Default]] (Running)
s Daemon Thread [DynamiclistenThread[sip[3]]] (Running]
o Daemon Thread [DynamicSSLListenThread[sips[1]]] (Running)

m

Now, the Eclipse project is connected to the build application that is deployed in OCCAS

5.1.0.
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7. Appendix A: JSR 309 Connector Environment
Setup

This section describes, in detail, how to set up the JSR 309 Connector environment:
e Installing and Configuring the OCCAS
For system requirements and supported platforms, see JSR 309 Connector Requirements.

This section does not go into details of OCCAS, but will help build an OCCAS system which
could be used for verification purposes.

Steps to complete on OS level include:
e Enable NTP (Network Time Protocol)
e Enable ports in firewall (if applicable)

Note: The ports that are required to be enabled in the firewall include SIP, TCP, and
UDP ports 5060 and 5061 as well as 7001 which will be used by OCCAS.

If you need more details on OCCAS, refer to the OCCAS installation instructions available
from www.oracle.com.

Installing and Configuring the OCCAS

This section describes the installation and configuration instructions for OCCAS 5.1.0. This
section illustrates how to install and configure OCCAS in order to be able to go to the next
step of Installing the JSR 309 Connector.

Note: If you are familiar with OCCAS or are planning to deploy on an existing OCCAS setup,
proceed to Installing the JSR 309 Connector.

Here are some highlights of the necessary steps:
e Pre-Installation Setup
e JDK Setup
e OCCAS Installation
e OCCAS Configuration
e OCCAS Startup
e Firewall Configuration
e OCCAS Verification

Pre-Installation Setup
Modify the /etc/hosts file:

XXX .XXX.XXX.xxX 'hostname'

Note: This must be the first line in the /etc/hosts file. If not, you might encounter “503
Service Unavailable” error.

Run the following command at the prompt:

service network restart
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JDK Setup

Download the latest JDK .rpm file from www.oracle.com. For example, the following setup is

based on jdk-6u45-linux-x64.rpm file.
Install the JDK .rpm file:

rpm —-ivh jdk-6u45-linux-x64.rpm

Modify the .bashrc file and add the following line to match JDK install directory:

Export JAVA HOME=/usr/java/jdkl.6.0 45

Save the .bashrc file and then execute:

source ./bashrc

This will take the changes into effect on the system.

Move the occas5.1.0.zip file into the root directory.

Unzip the occas5.1.0.zip file then proceed to OCCAS Installation.

OCCAS Installation
Install the occas510_ja_generic.jar file.

java -d64 -jar occas510 ja generic.jar

Note: You may need to change file permissions to be able to executable it.

root@occas5:~

File Edit View Search Terminal Help

[root@occass ~]# vim fetc/hosts
[root@occass ~)# service network restart
Shutting down interface eth®: Device state: 3 (disconnected)
[ oK ]
Shutting down loopback interface: [ oK ]
Bringing up loopback interface: [ oK 1]
Bringing up interface eth®: Active connection state: activated
Active connection path: /Jorg/freedesktop/NetworkManager/ActiveConnection/1
[ 0K ]
[root@occass ~]# 1s
anaconda-ks.cfg Downloads Music Public
esktop install.log occas5.1.08.zip Templates
Documents install.log.syslog Pictures Videos
[root@occas5 ~]# unzip occas5.1.8.zip
Archive: occas5.1.0.zip
inflating: occas510 ja generic.jar
[root@occas5 ~]# java -d64 -jar occass
occas510 ja generic.jar occas5.1.0.zip
[root@occass ~]# java -d64 -jar occas51€ ja generic.jar
2 A Tl 1T 0

LIRS
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B Installer - Oracle Communications Converged Application Server

Welcome

This installer will guide you through the installation of DRACLEH
Oracle Communications Converged Application Server

Instructions

Click the Mext button to proceed to the next screen. If ywou
want to change entries in a previous screen, click the
Previous button. You may guit the installer at any time by
clicking the Exit buttan.

Click on Next.
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B Installer - Oracle Communications Converged Application Server

Choosea Middlaeware Home Diractory

Specify the Middleware Home where yvou wish to install
Oracle Communications Conwerged Application Server.

ORACLE

- Middleware Home Type

(#) Create a new Middleware Home

- Middleware Home Directory

| frootfOracle/Middleware

|§rnwse...| | Reset

Previous | | MNext

Select Create a new Middleware Home, then click on Next.
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B Installer - Oracle Communications Converged Application Server

Register for Security Updates

Pravide your email address to be informed of security issues, install the prnc‘ERACLE'
and initiate configuration manager. httpfwww. oracle . comfsupportfpolicies. html

Email:

Easier for you if you use your My Oracle Support email addressfuser...

[#] | wish to receive security updates via My Qracle Suppaort

My Oracle Suppart Passw. ..

| Previous | | Next |

Deselect security updates (unless you have an account with Oracle), then click on Next.

56



B¢ Installer - Oracle Communications Converged Application Server

Register for Security Updates

Pravide your email address to be informed of security issues, install the prnc‘ERACLE'
and initiate configuration manager. httpfwww. oracle. comfsupportfpolicies. hitml

Email:

[#] | wish to receive security updates via My Qracle Suppaort

My Oracle Suppart Passw. ..

Previous | | Next

Easier for you if you use your My Qracle Support email addressfuser...

Click on Next.
= Email Address Not Specified »

f Tou have not provided an email address.

Do vou wish to remain uninformed of critical security
issues in your configuration?

|‘|’E5 || N-:ul

Click on Yes.

Are you sure?

f Do vou wish to bypass initiation of the configuration manager and

rermain uninforrmed of critical security issues in your configuration?

|‘res || Nu:ul

Click on Yes.
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B Connection failed X

If necessary, specify proxy server information. Otherwise click
Cancel and check your network connection.

Proxy Ser'.rer:| | |

Proxy F‘u:ur't:| |

[JuUse authentication
Proxy Username:

Proxy Password:

If this machine has no internet connection, select the checkbox below
and click Continue.

|:|I wish to remain uninformed of security issues in my
configuration or this machine has no Internet access.

| Cancel || Caontinue |

Select I wish to remain uninformed, then click Continue.

[ Installer - Oracle Communications Converged Application Server

Choose Install Type

Select the type of installation you wish to perfarm. DRACLE

@ Typical

E o) Install the following productis) and component(s):

& Weblogic Server
# Oracle Communications Converged Application Server

O Custom

@ Choose software products and components to install and perform
optional configuration.

Previous | | Next

Select Typical, then click on Next.
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B Installer - Oracle Communications Converged Application Server _ x

JDK Selection

JDK(=) chosen for use with this product installation will be installed. Suppnr‘tedORACLE-
defaults if not deselected will be used in script string-substitution.

7. Disgard Changes

Bundled |DK:

Approkimate installed size*

Highlighted item:
All selected bundled |DK's: 0.0 KB
Total of all selected F27.5 MB

Hnstaller requires free disk
approximately 2x this total

Local |Dk:

MA 1.7.0_09-icedtes (fusriibf. fjava-1.7.0-0penjdk-1.7.0.9. x36_&4)

| Previous | | MNext

Browse to the previously installed jdk1.6.0_45 directory.

|- Open

-

EX5

Look In: ||=:|ja\ta

MENE- A=Y EIEE

] default
| jdkl.6.0_45
] latest

Mame: | Juzrfjavafjdkl 6.0_45

Type: |l Files

|v|

Select jdk1.6.0_45 directory then click on Select.
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|2 Installer - Oracle Communications Converged Application Server El [=] @
JDK Selection

|DkzY chiosen for use with this product installation will be installed. Supported DRACLE-
defaults if not dezelected will be uzed in script string-substitution.

" Discard Changes

Eundled |DF. Approximate installed size™
Highlighted item:
Al selected bundled |DE's: 0.0 KB
Total of all selected items: 727.5 MB
*lnztaller requires free dizsk space
approximately 2x this total

Local Dk

Sun DK 1.6.0_45 (fusrfjava,/jdkl.6.0_45)

Browse. .

| Prewious | | Mext |

Make sure the selected jdk1.6.0_45 directory is the only JDK checked. Then, click on

Next.

B Installer - Oracle Communications Converged Application Server

Choose Product Installation Directories

Oracle Communications Converged Application Server,

Pravide the directories where you wish to install ORACLE

i) Discard Changes

Middleware Home Directory

SrootfOracle/Middleware

Product Installation Directories

The Product Home might contain shared utilities and any products or components for which
unique directories are not set.

Weblogic Server:

| frootfOraclef/Middlewaref/wlserver_10.3 ” Browse. . |

Oracle Communications Converged Application Server:

| frootfOracle/Middlewarefoccas_S5.1 ” Browse... |

Previous | | Next
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Click on Next.

B Installer - Oracle Communications Converged Application Server

1 Installation Summary

The following Products and |DKs will be installed.

ORACLE

"] Weblogic Server
D Core Application Server
D Administration Consale
D Configuration Wizard and Upgrad
[} wWeb 2.0 HTTP Pub-Sub Server
[} weblogic SCA
[} weblogic IDBC Drivers
[} Third Party |DBC Drivers
] D Weblogic Server Clients
' D Weblogic Web Server Plugins
D UDDI and Xquery Support
"] Orade Communications Converged &

Description

Implements |EE technologies, Web services, and
other leading Internet standards, to provide a reliable
frarmewark far highly available, scalable, and secure

applications.

Approximate Installed Size

1 D Converged Application Server
Highlighted item: G596 ME
|‘ " | |I| Total of all selected items: F27.6 MB
Previous | | Next
Click on Next.
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B Installer - Oracle Communications Converged Application Server _ x

ORACLE
. COMMUNICATIONS

Converged Application Server 5.1

ORACLE
Installing...com.bea.ciewizard 5.6.1.0 jar [ 1a% ]
Ezm| W
Click on Next.

At this point, OCCAS is installed. The steps in the next section will go over OCCAS
Configuration.



OCCAS Configuration

[ Installer - Oracle Communications Converged Application Server

Installation Complete

Click the Done button to exit the installer. ORACLE

- Message

Congratulations! Installation is complete.

ORACLE

Run Quickstart

[

Select Run Quickstart, then click on Done.




Oracle Communications Converged Application Server - 5.1.0.0

ORACLE’

QUICKSTART

These QuickStart links
are provided to help get

you started with your & Leamwhat's new in Oracle Cormmunications Converged
installed Oracle products. Application Senver 5.1, see "New Features” in
Release Notes.

Windows users will also
find useful shortouls in

the S:Qrt Menu, to create @ Start the configuration wizard

domains, start servers, Lawnch the configuration wizard and quickly create a new domain based
relaunch QuickStart, on & preconfigured template

and more.

& Upgrading or migrating applications to Oraclke
Communications Comvenged Application Server 5.1
Zee the documentation on upgrading in Configur ation Guide, and
* Upgrading Deployed SIP Applications” in Operations Guide

Click on Start the configuration wizard.
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Walcoma

Fusion Middleware Configuration Wizard

ORACLE’

® Craate a new WebLogic domain

Create a Weblogic domain in your projects directory.

i Extend an existing WebLogic domain

Use this option to add new components to an existing demain and modify configuration
settings.

Exit

Help ' Hext

Select Create a new WebLogic domain, then click on Next.
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Fusion Middleware Configuration Wizard

Salact Domain Sourcs
ORACLE

® Generate a domain configured automatically to support the following products:

[J orade Communications Converged Application Server . Proxy/Registrar - Basic Domain - 5.1.0.0 [occas_5.1]

[ oracle Comrmunications Corverged Application Server - Proxy Registrar - Replicsted Domain - 51,00 loccas 5.1]
L] Orade Communications Converged Application Server . Replicated Domain - 5.1.0.0 [occas 5.1)

E:DI‘HCIE Communications Converged Application Server - Bagic Domain - 5.1.0.0 [DK&S_E.'.I.I.

O Base this domain on an existing template

Exit Help Brevious

Select Generate a domain configured automatically to support the following
products and choose Oracle Communications Converged Application Server - Basic
Domain - 5.1.0.0 (occas_5.1). Then, click on Next.
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Fusion Middleware Configuration Wizard

Specify Domain Name and Location

ORACLE
Entar the name and location for the domain:
Domain name: | base_domain
Domain location: {FDDUOF&ClEIHIE‘ﬂ:EWBFE{USEr_pmj!ﬂsfdﬂlﬂalﬂ; i EFDWSE .

Exit 1 Help | .Erew:-us . IE

Click on Next.
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Fusion Middleware Configuration Wizard

Configure Administrator User Hame and Password

{7 Dlsgard Changes

*Name:  weblogic
*USer password: | dedccdddus
SConfirm USer password: | bbb

Description: | This wser is the default administrator

Exit 11 Help

[ Previous . IE

Specify Name and User password, then click on Next.
The following is used as an example:

Name: weblogic

User password: WeblOgic!! (*0” is a zero)
Note: A strong password is required.
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Fusion Middleware Configuration Wizard

Configure Server Start Mode and DK

ORrRACLE

Before putting your domain into production, make sure that the production ervironment is secure. For more inform ation, see the topic
*Securing a Production Environment’ in the WebLogic Server documentation.

| WebLogic Domain Startup Mode

(® Development Mode
Utilize boot properties for username
and password and poll for applications
to deploy.
Sun |DE recommended for beter stariup
performance during iterative
development.

) Production Mode

Require the entry of 2 username and
pazsword and do not pall for
applications 1o deploy.

WebLogic |Rockit |DK recommended for
better runtime performance and
Management.

| IDK Selection

(@ Available JDKs
Sun SDK 1.7.0_25 @ fusr/fjavafjdicl.7.0_25

) Other JDK

[rowse |

Exit | Help

s

Select Development Mode, then click on Next.
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Fusion Middleware Configuration Wizard

Salact Optional Configuration

] Administration Server
Modify Settings

[JManaged Servers, Clusters and Machines

Add or Delete
Modify Settings

(JDeployments and Services
Target to Servers or Clusters

[JRDBMS Security Store
Hadify Settings

Exit Help Previous Hext

Click on Next.
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Fusion Middleware Configuration Wizard

Configuration Summary

ORACLE’

Domain Summary

Summary View: Deployrent - ]

"1 base_domain Uroot/Orace/Middiewarejuser =
= [ Server
= [ adminServer
= [ Service
= [ Self Tuning
=0 Capacity
[} wiss transport.capacity
j wiss timer.capacity
= [ Fair Share Request Class
[} wiss tranzportfsre
j wiss timerfsrc
[} wiss tracingfere
[} wiss.connect fsre
[ Max Threads Constraint
L] wiss timer maxthreads
:_'I wiss tracing maxthread
[ Min Threads Constraint
n .unsl-;.tra:inu minthreags ”|
¥

m

[«

| Exit ‘| Heip |

Click on an item in the Domain Summary pane on the left to inspect its
attributes in the Details pane below. You can make limited adjustments
by dicking Previous to return to a prior panel. If everything is

. satisfactory, dick Create.

Deetails |

Attribute Value

Narme Easic Weblogic Server Domain

Description Create a basic Weblogic Server domain without installing s
Author Orade Corporation

Location [rootfOrade/Middleware/wiserver_10.3/fcommonftemplates)

Name Orade Communications Converged Application Server - Bas
Description Create a basic Orade Communications Converged Applicath
Author Orade Corporation

Location [frootfOrace/Middleware/oceas 5. 1/commaon/templatesfapplic

Hame Basic Weblogic 5IP Server Domain

Description Create a basic Weblogic Communication Services domain
Author Orade Corporation

Location frootiOrace/Middleware/wiserver_10 3fcommantemplatesi

| Brevious ] I Create ]

Click on Create.
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Fusion Middleware Configuration Wizard

Creating Domain

Progress:

Preparing...

Extracting Domain Contents...

Creating Domain Security Information...
Saving the Domain Information...

Storing Domain Information...

String Substituting Domain Files,.,
Performing 05 Specific Tasks...
Performing Post Domain Creation Tasks...
Domain Created Successfully!

Domain Location: froob/Orade/Middleware/user_projects/domains/base_domain
Adrmin Server URL: hitp:foccass.1.0:7001

ORACLE

[ et || wew | |

Done

The OCCAS installation and configuration is now complete. Click on Done.
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OCCAS Startup

To start OCCAS, go to the “<Domain Location>/bin” directory:

/root/Oracle/Middleware/user projects/domains/base domain/bin

w1

3 root@occas5:~/Oracle/Middleware/user_projects/domains/base_domain/bin
Eile Edit View Search Terminal Help

[root@occass bin]# pwd
froot/Oracle/Middleware/user projects/domains/base domain/bin
[rootidoccass bin]# j

Run the following command:
./startWebLogic.sh

=

3 root@occass:~/0Oracle/Middleware/user_projects/domains/base_domain/bin
File Edit View Search Terminal Help
[root@occass bin]# pwd

/root/Oracle/Middleware/user projects/domains/base domain/bin
[rootioccas5 bin]# ./startWebLogic.sh I
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& root@occass:~/Oracle/Middleware/user_projects/domains/base_domain/bin
File Edit View Search Terminal Help

java wersion *1.7.0 69-icedtea”

OpenJDK Runtime Environment (rhel-2.3.4.1.8.1.el6 3-x86 64)

OpenlDK 64-Bit Server VM (build 23.2-b89, mixed mode)

Starting WLS with line:

susr/lib/jum/java-1.7.8-openjdk-1.7.09.9.x86 64/bin/java -¥ms5128 -Xmx512m -Dweblogic.Name=AdminSery
er -Djava.security.policy=/root/Oracles/Middleware/wlserver 18.3/server/lib/weblogic.policy -Dweblogic
.ProductionModeEnabled=true -Dwlss.maddr.enable=true -da -Dplatform.home=/root/Oracle/Middleware/wls
erver 18.3 -Dwls.home=/root/Oracle/Middleware/wlserver 18.3/server -Dweblogic.home=/root/Oracle/Middle
warefwlserver 18.3/server  -Dweblogic.management.discover=true -Dwlw.iterativeDev=false -Dwlw.testCo
nsole=false -Dwlw.logErrorsToConsole=false -Dweblogic.ext.dirs=/root/Oracle/Middleware/patch wls1836/p
rofiles/default/sysext manifest classpath:/root/Oracle/Middleware/patch occas518/profiles/default/syse
xt_manifest classpath weblogic.Server

<Jun 4, 20813 5:58:29 PM EDT> <Info> <Security> <BEA-0908905> <Disabling Cryptol] JCE Provider self-integ
rity check for better startup performance. To enable this check, specify -Dweblogic.security.allowCryp
toJDefaultlCEverification=true=

<Jun 4, 2813 6:58:29 PM EDT> <Info> <Security> <BEA-898986> <Changing the default Random Number Genera
tor in RSA Cryptod from ECDREG to FIPS186PRNG. To disable this change, specify -Dweblogic.security.all
owC ryptolDefaul tPRNG=T rue>

<Jun 4, 2013 6:58:29 PM EDT> <Notice> <WebLogicServer> <BEA-808395> <Following extensions directory co
ntents added to the end of the classpath:

/root/Oracle/Middleware/user projects/domains/base domain/libssipactivator.jar>

<Jun 4, 2013 6:58:30 PM EDT> <Info> <Server> <BEA-802647> <The service plugin, com.oracle.core.sip.act
ivator, was added from /root/Oracle/Middlewaresfuser projects/domains/base domain/lib/sipactivator.jar.
e

<Jun 4, 2813 6:58:30 PM EDT= <Info> <WeblogicServer= <BEA-088377= <Starting WeblLogic Server with Openl
DK 64-Bit Server VM Version 23.2-b89 from Oracle Corporations

<Jun 4, 2013 6:58:31 PM EDT> <Info> <Management> <BEA-141187> <Version: Weblogic Server 18.3.6.8 Tue
Nov 15 ©8:52:36 PST 2811 1441850 =

<Jun 4, 2813 6:58:32 PM EDT> <Info> <Security> <BEA-898865> <Getting boot identity from user.=

Enter username to boot WebLogic server:]]

[*]

Since the Development Mode installation was chosen, it is not necessary to enter
username/password during script startup. If the Production Mode installation was chosen,
you will have to specify username/password.

The following is used as an example:
Name: weblogic
User password: WeblOgic!! ("0” is a zero)
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root@occass:~/Oracle/Middleware/user_projects/domains/base_domain/bin

File Edit Wiew Search Terminal Help

0:9:8:0:0:1:5060 for protocols sip.> (=]
<Jun 4, 2813 7:00:45 PM EDT>= <Notice= <Server> <BEA-082613> <Channel “sips[2]" is now listening on fe8
0:0:0:9:20¢c:297f:fe84:524¢:5061 for protocols sips.>

<Jun 4, 2013 7:00:45 PM EDT= =Notice> =Server> <BEA-082613= <Channel “sips[4]* is now listening on 8:8
:9:0:8:08:0:1:5861 for protocols sips.>

<Jun 4, 2813 7:80:45 PM EDT> <Notice> <Server> <BEA-082613> <Channel “sip[2]" is now listening on fed®
(@:0:8:20c: 291 feBd:524c: 5860 for protocols sip.=

<Jun 4, 2813 7:80:45 PM EDT> <Notice> <Server> <BEA-0882613> <Channel "DefaultSecure[4]™ is now listeni|
ng on @:;8:08:0:0:0:0:1:7082 for protocols iiops, t3s, ldaps, https.=

<Jun 4, 2813 7:00:45 PM EDT> <Notice> <Server> <BEA-082613> <Channel "Default[4]" is now listening on
0:0:0:9:9:8:8:1:7081 for protocols iiep, t3, ldap, smmp, hittp.>

<Jun 4, 2813 7:06:45 PM EDT= =Notice> =Server> <BEA-082613= <Channel “Default[2]" is now listening on
feBo:0:0:8:208¢:29ff: feB4:524c: 7001 for protocols iiop, t3, ldap, snmp, http.=

=Jun 4, 2013 7:60:45 PM EDT> <Notice> <Server> <BEA-802613> <Channel "DefaultSecure[2]* is now listeni
ng on fe8B:0:0:0:28¢:297f: fed4:524c: 7082 for protocols iiops, t3s, ldaps, https.= |
<Jun 4, 2813 7:80:45 PM EDT> <Notice> <Server> <BEA-882613> <Channel "sips[1]" is now listening om 192|
L168.122.1:5061 for protocols sips.=

<Jun 4, 2813 7:00:45 PM EDT> <Notice> <Server> <BEA-0982613> <Channel "sip[1]" is nmow listening on 192.
168.122.1:50860 for protocols sip.>

<Jun 4, 20813 7:80:45 PM EDT> <Notice> <Server> <BEA-082613> <Channel *DefaultSecure[l]™ is now listeni
ng on 192.168.122.1:7682 for protocols iiops, t3s, ldaps, https.»

=Jun 4, 2813 7:00:45 PM EDT> =Notice> <WeblLogicServer> <BEA-000329> <5tarted WeblLogic Admin Server “Ad|
|minServer® for domain "base domain® running in Production Modes

Jun 84, 2013 7:80:45 PM oracle.sdp.common.cluster.util.ConfigReaderutil getAdminSvrinstByCluster

INFO: The DCU is running in cluster server environment!

<Jun 4, 2013 7:00:45 PM EDT> <Notice> <WLS5.Transport= <BEA-330687> <Thread "SIP Message processor (Tr|
ansport UDP)™ 1is listening on port 5868

<Jun 4, 2813 7:06:45 PM EDT> <Notice> <WeblLogicServer> <BEA-006365> <Server state changed to RUNNIMG= Iq

<Jun 4, 2813 7:80:45 PM EDT> <Notice> <WebLogicServer> <BEA-B88368> <Server started in RUNNING mode=

To verify that OCCAS is started, check if <Server started in RUNNING mode> is
displayed.

Firewall Configuration
Enable port 7001/tcp, 5060/udp, and 5061/udp in the Linux firewall.
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ons Places

Help

About this Computer

@ Date & Time

Log Out root...

Shut Down...

LV I I G I I e ] 5 L R ]
<Jun 4, 2013 7:00:45
:0:0:0:20C:297T:Te84
<Jun 4, 2013 7:00:45
ng on B:0:0:0:0:0:0:
<Jun 4, 2013 7:00:45
B:0:0:0:0:0:0:1:70081
<Jun 4, 2013 7:00:45
|Te80:0:0:0:20c:29fF:

{_ Kemel crash dumps
(= Printing

{5 Services

(@ Software Update
@, ULN Registration

') Users and Groups

7 Firewall -

;ips.>
<BEA-002

<BEA-0082
lp.=
<BEA-002
t3s, 1d
=BEA-002
lap, snmp
<BEA-002

co4ioL94C /UL TOr protoco

Go to System > Administration and select Firewall.

Ls iiop,

<Jun 4, 2013 7:00:45 PM EDT> <Notice> <Server> <BEA-002
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[~ Firewall Configuration - 0O x
File Options Help

B S o

Wizard = “pply Relead  Ensble  Disable
Here ervices are accessible from

Firewall Configuration Startup

Other Ports all hoJial
Trusted Interfaces ' d This program will help you to set up a basic Conntrack Helper |E
Masquerading O Af firewall for your system. amands
Port Forwarding If you need further firewall settings, please
: [ B9 modify your configuration by hand, but keep in [P
ICMP Filter mind, that this tool is not able to load your
Custom Rules [ By customn configuration. If you are using this
O DJ teol, all your manual changes will be lost. If
O F1 you do not want to lose your manual ft
configuration changes, leave this program p
] IM without applying.
D\ ﬁ Please remember to check your firewall ?
OM configuration before using it.
OM
0
L] Ne ) v

& Allow access to necessary services, only.

The firewall is enabled. modified label

Click on Close.
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- | Firewall Configuration =
| File Options Help

! By = L]

'\ Wizard Reload Disable

|

i Trusted Services Add additional ports or port ranges, which need to be accessible for all hosts or

| revors

| | Trusted Interfaces Port v Protocol Service Add

Masquerading

Port Forwarding
ICMP Filter Please select an entry from the list or enter
a port and protocol further down.

Port and Protocol

Custom Rules

: —

.& Allow a M User Defined

Port / Port Range: | 7001 |

The firewall is enabled.

Protocol: | tcp

L]

Cancel . (84 [

Select Other Ports, then click on Add button. Check the User Defined box, enter 7001

for Port/Port Range, choose tcp for Protocol, and then click OK.

Repeat the steps to add 5060 and 5061 for Port/Port Range but with udp as the
Protocol for each.
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Firewall Configuration

File Options Help

B off = .

Wizard Apply  Reload Disable

Trusted Services Add additional ports or port ranges, which need to be accessible for all hosts or
networks.

Trusted Interfaces Port v | Protocol | Service Add

Masquerading 5060 udp sip

Port Forwarding 5061 wudp sip-tls

ICMP Filter 7001  tcp afs3-callback

Custom Rules

_11 Allow access to necessary ports or port ranges, only.

The firewall is enabled. (modified)

Click on Apply.

= system-config-firewall x

& Clicking the 'Yes' button will override any
y % existing firewall configuration. Are you
sure that you want to do this?

Please remember to check if the services
iptables and ip6tables are enabled.

No ]| Yes

Click on Yes to activate the Firewall Configuration.
Now exit the Firewall Configuration.
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OCCAS Verification

Access the Administration Console to verify the installation at:
http://<as_ip_address>:7001/console
[ ORACLE Weblogi Sarver® smsmston Conses B O

o ‘_ B e g 0 Prrbewn (o] e e o e, erbbig | (ol 1 baae_ s
e chisngey sed resbaris = im—— o y—

B e L T P Saprerary o [gerweratsy
vl ity Db T D i Sy

o e L Tl o Comtral  Montrrg
CRArak WA
(A — Then puipd it i b o St B aaplcaiconas e ki ko ppihc i mscack i £ ot bbien rapiand i o koman. ramuadenc i i, e b £ i i piopped, upcaned fdepieved), o
B Erecr . dmrs S P O Ty S MG T R e ard g T T S g
Urphirpeerety Te rwinll » rew arpicton o =oduly ‘o depicv=ert i lrprh - Tw o, do e et Suton
B taracm
b
= e oper sty b Cimitcewans the Lakie
" Duagrowhs
S — Deplepmesin
e
e | il ki L T S Bof § Pervns | Pemt
Rame - Sk e alh Type Drpboymrat Crder
WFaanii e b =l
e i e LLLLLE o - Lwry B
T - i [FE—— E
& brwesll o Brserres mEicaion 4 4 3 "
Wk -watglonlh. 1.008.0, 1 £ 8L B e [ =8
WPt L L ] Lbrwry Ed
reinl Shomng fio Sof § Pewvous | Remt

Go to Domain Structure and click on Deployments to make sure State and Health are
similar to the screen shot above.
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8. Appendix B: Redundant Media Servers
Configuration

The Redundant Media Server feature provided by the JSR 309 Connector supports hot
active/standby redundancy. The JSR 309 Connector allows for *n” number of PowerMedia
XMS systems to be configured where only one is an active Media Server and the rest are
considered standby. This section explains how to configure hot active/standby.

A primary (hot active) or a single (redundancy is not used) PowerMedia XMS is defined in
the dlgc_JSR309.properties file:

#HA#HBHBHH S AR H#H#H#H##4# Dialogic PowerMedia XMS Media Server Configuration ###### ## #####H#H#HBH#H#H
# Configuration of PowerMedia XMS Media Server
mediaserver.1.sip.address=xxxX.XXXX.XXXX.XXXX

mediaserver.1.sip.port=xxxx

# mediaserver.count defines the number of PowerMedia XMS Media Servers used
# by the JSR 309 Connector.

# Supported values:

# 1: Specifies single Media Server configuration (Redundancy not used)

# <2-n>: Specifies ALL Media Servers to be used by connector (Redundancy ON).
# NOTE: Requires Redundancy Configuration section to be configured.
# Default - 1:

mediaserver.count=1

Redundancy configuration can be found under the “Dialogic PowerMedia XMS MS
Redundancy Configuration” section in the digc_JSR309.properties file:

HHEHHHHH#HH#HH##H###### Dialogic PowerMedia XMS MS Redundancy Configuration ########## ###HH#HH#HH#H#
# mediaserver.redundancy - turns redundancy feature "on" or "off"
# Default - off

mediaserver.redundancy=off

# Configuration of secondary set of PowerMedia XMS Media Server(s):

# NOTE: Configuration of primary PowerMedia XMS Media Server is defined in

# JSR 309 Connector Configuration section above as mediaserver.1.

# 1) Replicate the two lines below for each PowerMedia XMS used as secondary Media Server
# 2) change mediaserver.x to the next appropriate index

# 3) configure appropriate IP and PORT for each

# NOTE: number of Media Servers defined below has to match mediaserver.count parameter.
mediaserver.x.sip.address =xxx.XXX.XXX.XXX

mediaserver.x.sip.port=xxxx

# mediaserver.redundancy.check.interval (in milliseconds) defines a time interval used by
# by JSR 309 Connector for sending a keep alive ping
# Default - 5000

mediaserver.redundancy.check.interval=5000

# mediaserver.redundancy.nonprimary.discover.clock.cycle defines a number of cycles to delay

# keep alive ping for every secondary Media Server(s)

# NOTE: cycle is used for secondary Media Servers and only used on initial discovery,

# i.e., startup of JSR 309 Connector.

# cycle * interval = seconds to wait before pinging secondary Media Server

# Default - 1

mediaserver.redundancy.nonprimary.discover.clock.cycle=1

####### END - Dialoagic PowerMedia XMS MS Redundancv Confiauration ## # # ## ## ####H#HHHHHHHHHH$HBHHHH
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In the “Dialogic PowerMedia XMS Media Server Configuration” section:

¢ mediaserver.1l.sip.address and mediaserver.1.sip.port need to be configured for hot

active Media Server.

¢ mediaserver.count needs to specify a total number of Media Servers to be used by a

connector (one designated as active hot and others designated as active standbys).

For example, if there are 4 Media Servers to be used where one of them is hot active

and other 3 are considered hot standbys mediaserver.count needs to be set to 4 (1
hot active and 3 hot standbys).

In the “Dialogic PowerMedia XMS MS Redundancy Configuration” section:
¢ mediaserver.redundancy needs to be set to “on”.

e mediaserver.x.sip.address/port set of parameters need to be configured for hot
standby Media Servers where x is from 2-4 (if total of 4 Media Servers are used).

Optional:

¢ mediaserver.redundancy.check.interval parameter defines a time interval in
milliseconds for the JSR 309 Connector to send a keep alive ping to all configured
Media Servers.

Default - 5000

e mediaserver.redundancy.nonprimary.discover.clock.cycle parameter defines a
number of cycles to delay a keep alive ping for every hot standby Media Server.

Note: The cycle is used for secondary Media Servers and only used on initial
discovery (i.e., startup of the JSR 309 Connector).

cycle * interval = seconds to wait before pinging hot standby Media Server

# Default - 1
For details on how the JSR 309 Connector Media Server Redundancy works, refer to the
Redundant Media Servers Guidelines section in the Dialogic® PowerMedia™ JSR 309
Connector Software Developer’s Guide.
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9. Appendix C: Updating the JSR 309 Connector

The JSR 309 Connector comes as a set of JAVA library files (JAR). In the OCCAS Application
Server, the required application files are stored as part of the application server
configuration and are located in the “/ib"” directory of the OCCAS “"DOMAIN_HOME" directory.

To update the JSR 309 Connector library, replace existing (if applicable) JAR files with a new
set in the previously referenced “/ib” directory.

The JSR 309 Connector is a set of the following JAR files:
e dlgmsc.jar
e msmlitypes.jar
e dlgcsmiltypes.jar

The MANIFEST.MF file has been included in the JSR 309 Connector JAR files with version
and build number. The versions of these files need to be exactly the same and should not be
mixed and matched with older or newer versions of the JAR files. In addition, the
MANIFEST. MF file describes the version of PowerMedia XMS that the JSR 309 Connector was
tested on.

In order for the new JAVA library JAR file to take effect, the application using it will have to
be stopped and restarted through the OCCAS administration page (Deployments under
Domain Structure) as shown below:

Fde Edit View Favorites Teols Help

ORACLE Weblogic Server® Administration Consale
Change Center i) Home Log Out Preferences [2:d Help 9

View changes and restarts Welcome, weblogic | Cornected to: base_domain
ek the Lock & Edit button to modify, add o Home: >Summary of Deployments »base_domain »Summary of Deployments sdigma:_tests >Summary of Deployments

delete items in thes doman,
Liock & Edit

Summary of Deployments

. . Control  Monitonng
Redease Conflgurabor

Domain Structure This page displays a list of Java EE applications and stand-alone application modubes that have been installed to

this domaen. Instaled applications and modules can be started, stopped, updated [redeployed), or defeted from

t”‘;—“’"‘” N the domusn by first selecting the Jpobeation nacme and using the controis on the page.
L I O
Deployments To install  new appbation or module for deployment to targets in this domain, chok the Instal button.
+ - SEVICES
Spourity Resems
*- Interoperabilty F Customize this table
¥ - Diagnoskics
Media Server Cortrol Daxploymments
SApSender : B
Comverged Load Balancer nstall| | Updete | | Delele Showing Lto 6 of & Previous | Mext
|| Hame o State | Health | Type e
%) @) digmsg_tests Pregared | v o | MR 00
a h Appbcaten
Hevew dda I.... | Whyjeeersi1.1,1.9) Active Libeary 100

= Irestall an Enterprise application ] | ifyEr311-api1.1.1,1.1.1) Active Library 100
= Configure an Enterprise applicabon I T T T
f )| & mep-connedtor-ra ’ o Resource
» Update (redeploy) an Enterprise application L Active O | pdapter 100
= Start and stop 3 deployed Enterprise Wi sclb-webghue(5.1.000.0,5.1.0.0.0) ALtE Ubrary 0
apphcation =T = 3 | | I
1| Wfysft{.0,1.0) Active Libeary 100

» Manfior the madules of an Enterprice
application

= Deploy EX8 modules

+ Iretall 2 Web application

System Status

Health of Rurning Servers

| Faded (0)

| Critscal (0}
Owertoaded (D)

I Waming {0}

(1)

Update | | Detete

Showing 1o Gof 6 Prindous | Nt
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